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Find the answers you need, so you can take advantage of 
OpCon’s comprehensive file transfer solution!

OpCon Managed File Transfer FAQ

Enterprise Power
and Scalability

Fast, Easy 
Automation

Satisfaction 
Guaranteed

What’s included with OpCon Managed File Transfer? 

The solution includes:

• The OpCon Managed File Transfer agent/client

• A dedicated Managed File Transfer job type in Solution Manager that provides:

• Support for FTP/SFTP/FTPS/S3/HTTP/HTTPS/Azure Blob protocols 

• File compression and decompression 

• File encryption and decryption 

•	 Management	of	common	file	transfer	components,	including:	

• Sites and path endpoints 

• SSH and PGP encryption keys 

•	 TLS	certificates

What makes OpCon Managed File Transfer a unique file transfer solution? 
OpCon	Managed	File	Transfer	is	an	efficient,	scalable,	secure,	and	compliant	file	transfer	

solution.	Since	it’s	integrated	within	your	OpCon	environment,	you	don’t	have	to	rely	on	third-

party	FTP	vendors	for	your	enterprise’s	file	transfer	needs.	Plus,	you	can	leverage	improvements	

over	our	SMAft	file	transfer	solution	in	relevant	scenarios	if	you’re	already	using	OpCon.	You’ll	

gain access to new resources and preserve the standard FTP capabilities you count on—all 

while taking advantage of OpCon’s familiar job scheduling and execution capabilities.  

What is the OpCon Managed File Transfer agent? 
The OpCon Managed File Transfer agent is an application that executes the tasks submitted by 

OpCon.	It’s	also	responsible	for	storing	the	definitions	for	sites/endpoints	and	encryption	keys	

and	managing	certificates.



What is the OpCon Managed File Transfer server? 
The OpCon Managed File Transfer server is an upcoming group of features that expand on the capabilities of the client—
supporting	the	ability	to	create	and	manage	FTP	server	environments	and	automate	file	transfers	and	file	sharing-related	
tasks.

How is OpCon Managed File Transfer different from standard FTP?

Unlike	a	standalone	FTP	client	or	server,	the	OpCon	Managed	File	Transfer	solution	is	native	to	the	OpCon	platform.	It	

provides	a	foundation	for	incorporating	file	transfer	tasks	into	new	or	existing	workflows,	while	also	being	able	to	take	

advantage	of	features	already	available	with	OpCon,	including	user	management,	reporting,	and	audit	history.

What encryption technologies does OpCon Managed File Transfer support?

The	solution	supports	both	connection-level	and	file-level	security.	

At	the	connection	level,	SFTP,	FTPS,	or	HTTPS	can	be	leveraged	to	encrypt	transmitted	data.	SSL	3.0	and	TLS	1.0,	1.1,	and	

1.2	are	supported	for	the	FTPS	and	HTTPS	protocols.		At	the	file	level,	the	OpCon	Managed	File	Transfer	solution	also	

supports	the	use	of	PGP	and	SSH	keys	to	encrypt	and	decrypt	individual	files,	as	well	as	ZIP	and	CMS	encryption	methods.	

Each	encryption	method	supports	a	large	variety	of	ciphers,	algorithms,	and	hash	methods.			

For	a	complete	list	of	the	encryption	technologies	supported	by	OpCon	Managed	File	Transfer,	check out this guide.

How can I start using OpCon Managed File Transfer in my existing OpCon environment?

Please	contact	your	Customer	Success	Manager	to	get	started.	You’ll	need	to	request	a	new	license	that	will	enable	use	of	

the	OpCon	Managed	File	Transfer	agent.	If	you	try	to	define	and	start	a	new	machine	with	this	agent	in	OpCon	without	a	

new	license,	you’ll	receive	a	license	violation	that	will	affect	OpCon	core	services	and	cause	a	disruption	to	the	execution	

of your existing schedules and jobs.

Want to learn more about the OpCon Managed File Transfer solution? 
Check out this comprehensive guide!
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